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2007         S.H. No. 276050 
 

 
IN THE SUPREME COURT OF NOVA SCOTIA 

 
 
IN THE MATTER OF: The Securities Act, R.S.N.S. 1989, c. 418, s. 29D 
 

 
- and - 

  
 
IN THE MATTER OF: An Application by the NOVA SCOTIA SECURITIES COMMISSION to 

appoint PricewaterhouseCoopers Inc. as Receiver of JABEZ FINANCIAL 
SERVICES, INC. 

 
 
 
 
 
 
 

FIRST REPORT OF THE RECEIVER 
(Dated May 31, 2007) 

 
 
 
 
 

Introduction 
1. On March 2, 2007 upon application made by the Nova Scotia Securities Commission 

("Commission") pursuant to s. 29D of the Securities Act, R.S.N.S. 1989, c. 418 as am., s. 

43(9) of the Judicature Act, R.S.N.S. 1989, c.240, and Civil Procedure Rule 46.01, an 

Order was issued appointing PricewaterhouseCoopers Inc. as the Receiver of the assets 

and property (the “Order”) of Jabez Financial Services, Inc. ("Company"). A copy of the 

Order is attached hereto as Appendix “A”.  

2. This is the First Report of the Receiver pursuant to an Order of this Honourable Court 

(the “Order”), entered on March 2, 2007 appointing PricewaterhouseCoopers Inc as the 

Receiver (“Receiver”) of the assets of Jabez Financial Services Inc. (“JFSI”). 
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Activities of the Receiver 

3. On March 9, 2007, the Receiver’s Agents travelled to Windsor, NS, where it was believed 

that JFSI occupied leased office premises at 176 Water Street, Windsor, NS. The 

purpose of the visit was to contact the principal or management of JFSI, to take 

possession of any JFSI assets pursuant to the Order, and to deliver letters of demand for 

turnover of, or information relating to, any assets of JFSI pursuant to the Order. 

4. The Receiver arrived at the premises and found the office to be locked with no answer at 

the door. The windows were blacked out and the only signage was a printed notice on 

the glass door indicating “Private Office, by Appointment Only”. Entry was not possible on 

March 9, 2007. 

5. While in Windsor on March 9, 2007, the Receiver attended at the local branches of 

various banks and a credit union where it met with branch managers. Letters requesting 

that all information relating to any accounts held in the name of JFSI be turned over to 

the Receiver were delivered to each institution. To date, there have been no affirmative 

responses to the letters. 

6. Also on March 9, 2007, the Receiver attended at the Windsor branch of Canada Post to 

request information concerning any mailbox in the name of JFSI. No box was noted, 

however, Canada Post agents advised that mail had in the past been directed to an 

address at 96 Smeltzer Rd., in Upper Vaughan, NS. This address was known to the 

Receiver to be that of Quintin Sponagle, the ultimate beneficial owner of JFSI. The 

Receiver therefore paid the requisite fee and re-directed any future mail destined for JFSI 

at 96 Smeltzer Rd. to be delivered to the Receiver at its office at 1809 Barrington Street, 

Halifax, NS.  Mail belonging to any other party, to Mr. Sponagle in particular, was 

specifically omitted from the re-direct request. 

7. Departing Windsor on March 9, 2007, the Receiver travelled to Upper Vaughan, NS, and 

arrived at the residence of Mr. Quintin Sponagle at 96 Smeltzer Rd. for the purpose of 
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delivering a letter to Mr. Sponagle requesting the turnover of, or information relating to, 

any assets of JFSI pursuant to the Order. There was no response to a knock on the door 

and there was no indication that anyone was at home. The Receiver therefore left a copy 

of the letter in the mailbox.  

8. Subsequent to the Receiver’s attendance at the premises on March 9, 2007, legal 

counsel for the Receiver contacted the Landlord for 176 Water Street, being Parsons 

Investments Ltd., and arranged for the Receiver to return to Windsor on March 13, 2007 

and to access the premises. 

9. In preparation for the March 13, 2007 access to the premises, the Receiver contacted 

Eastern Vault and Security (“EVS”), the company that installed and provided monitoring 

services, in order to ensure that the alarm system would be deactivated. During this call 

EVS informed the Receiver that located within the premises was an approximately 

3,500lb, 10ft3 steel safe which required four dial combinations and one keypad code to 

open. EVS also advised that the safe was housed by an approximately 25-35ft2 steel-

reinforced concrete vault. 

Access to the Leased Premises 

10. On March 13, 2007, the Receiver’s Agent did re-attend at the leased office and was given 

access by the Landlord. A video-tape inventory of the contents and state of the premises 

was made by the Receiver, a copy of which was later hand delivered to the Landlord.  

11. The landlord arranged for a locksmith to change the locks at the office and the only set of 

keys for the new locks was retained by the landlord. 

12. Upon entering the leased premises, it was evident that a concerted effort had been made 

to cleanse the premises of all potentially relevant information by removing all books and 

records, files, and computers from the premises.  Computers had been removed but 
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peripherals such as keyboards, mice, and monitors were disconnected and left behind. 

All drawers and cabinets had been emptied of any contents, with a few small exceptions.  

13. Access to the vault and safe was not possible at this time, however, the Landlord agreed 

to allow future access to the premises in order to access the safe. 

14. The Receiver took possession of the few remaining documents in the premises as well as 

a single Dell computer that was found in a locked cabinet. A forensic image of the 

computer was later taken and analysed, however, it provide no information of any 

substance. 

Access to the Vault and Safe 

15. On March 14, 2007, after having learned of the existence of the vault and safe, the 

Receiver, through its legal counsel, requested the combinations thereto.  After some 

initial delay, Quintin Sponagle provided the combinations through Jabez’ legal counsel 

after the Receiver informed of its intention to gain access to the safe by whatever proper 

means necessary. 

16. On April 20, 2007, the Receiver again attended at 176 Water Street in order to review the 

contents of the vault.  

17. No access code was provided for the door to the vault, which housed the safe, therefore, 

the vault door was removed to allow access to the concrete room. In addition to the safe, 

inside the vault was a standard four drawer upright filing cabinet whose contents had 

been removed. 

18. The combinations to the safe turned out not to be exactly as provided by Mr. Sponagle 

and EVS was called to send a safe technician who was ultimately able to open the vault 

using systematic variations on the combinations. 
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19. The safe contained 12 folders containing miscellaneous documents, invoices, and 

receipts and approximately 80-100 sealed window envelopes, each bearing an account 

number in the address window. The Receiver opened one envelope in order to determine 

the contents; the envelope contained a debit card bearing a logo of Jabez Financial 

Services Inc. and the words North York Community Credit Union in the lower left-hand 

corner, believed to be a reference to the issuing institution.  A sample copy of the debit 

card is attached hereto as Appendix “B”.  

20. JFSI participated in a debit card program operated by North York Community Credit 

Union (“NYCCU”), of 5799 Yonge Street, North York, Ontario in conjunction with Card One 

Plus Ltd. of 164 Merton St. 2nd Floor Toronto, Ontario (“CardOne”). This program 

enabled investors with JFSI to access a portion of their funds from any Visa, Cirrus, or 

Interac system ATM or Point of Sale merchant in Canada, or around the world. According 

to a February 8, 2007 NYCCU website posting, “the debit card program has been 

discontinued due to various compliance issues”. No details of the “compliance issues” are 

provided. A copy of the posting is attached as Appendix “C”. 

21. On April 11, 2007, the Receiver issued a letter to NYCCU requesting various Jabez 

account related information, to date, no response has been received. 

Communications With Investors and Principals 

Investors and Known Creditors 
22. On March 29, 2007, the Receiver issued a notice to creditors and to the Office of the 

Superintendent of Bankruptcies as required under Section 245 of the Bankruptcy and 

Insolvency Act. 

23. On several occasions subsequent its appointment, the Receiver has made several 

attempts to serve notices of examination or otherwise contact the known Principals of the 

Company. Attempts have been made to serve these individuals at their known Nova 
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Scotia addresses; however, the Receiver has been advised that both Quintin Sponagle 

and Trevor Hill are residing outside of Canada for an indeterminate period of time. 

24. The Receiver has located Mr. Sponagle’s name on a Government of Panama website 

which appears to indicate that Mr. Sponagle has applied and been approved for 

Panamanian residency. See Appendix “D” for a printout from the Government of Panama 

website. 

25. To date, the Receiver has had limited cooperation from the company’s Principals.  

First Curaçao International Bank 

26. In its application to appoint the Receiver, the Nova Scotia Securities Commission 

(“NSSC”) exhibited information relating to a bank account purportedly operation by JFSI 

at First Curaçao International Bank (“FCIB”), located in the Netherlands Antilles. On 

October 9, 2006, the Central Bank of the Netherlands Antilles (the “Central Bank”) 

declared FCIB to be insolvent and initiated emergency measures which included the 

revocation of FCIB’s banking license. These emergency measures effectively froze all 

depositor funds as of October 9, 2006 and have placed control of the bank with the 

Central Bank. Since the emergency measures, JFSI’s account with FCIB has also been 

frozen.  

27. Immediately subsequent to the appointment of the Receiver, the Receiver issued a letter 

to the Central Bank requesting documents relating to the JFSI account including account 

opening documents and a copy of the account activity since inception. The Receiver also 

requested that any balance in the account be turned over to the Receiver. 

28. On April 25, 2007, the Receiver received from the Central Bank a compact disc 

containing the account opening documents, also known as “know your client” or “KYC” 

documents as well as a spreadsheet containing the account history of the JFSI account.  
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29. The Receiver has analysed the activity in the account and can now account for 

substantially all of the investor funds that were placed with JFSI and which were reported 

to the NSSC by the JFSI.  

30. The Bank has indicated to the Receiver that it will advise as to the strict procedures 

which would need to be followed to enable the Receiver to recover the funds from the 

Bank. We are still awaiting this advice, and our Curaçao counsel are pressing the Bank’s 

further response. 

Source and Use of Investor Funds 

31. In late November, 2006, JFSI provided a list of investors and the individual amounts 

invested to the Commission (the “JFSI Investor List”). According to the JFSI Investor List, 

a total of US $3,889,607.19 was invested by one hundred and seventy-eight (178) 

investors from seven (7) provinces. See Appendix “E” for the breakdown on investments 

by province. 

Source of Funds 

32. In total, US $4,295,688.03 was credited to the JFSI FCIB account. This amount can be 

broken out into the following three categories: 

a. Investor Deposits - The Receiver’s analysis of the credits into and debits from 

the FCIB account indicate that US $3,987,753.93 was wired to the account by 

individuals whose names appear on the JFSI Investor List. There is a slight 

discrepancy ($853.26) between the total amount listed at Appendix “E” and the 

amount listed here. This discrepancy has yet to be reconciled. 

b. Unlisted Individuals - An additional US $165,003.40 was deposited by 

identifiable individuals who do not appear on the JFSI Investor List. 
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c. Unknown Credits - A further US $59,202.90 was credited to the account either 

as reversals for which the original relating transaction could not be identified, or 

for which the intent of the credit was not readily apparent. 

33. JFSI purported to pay investors interest rates ranging from 2% per annum for deposits 

maintained in a “savings account” up to 120% per annum for deposits to the “JFSI Market 

Fund”. However, notably absent from the Sources of Funds described above are any 

indications of any investment income or returns of any kind from funds purported to have 

been invested by JFSI. 

34. See Appendix “F” for an internal memo describing the range of interest rates offered by 

JFSI and its affiliate, JFS Credit Union to Investors. 

Use of Funds 

35. According to information received from the Central Bank of the Netherlands Antilles, of 

the $4,295,688.03 credited to the JFSI FCIB account, payments and other debits totalling 

$2,248,290.08 were made from the account.  

36. It should be noted that based on the rates of interest described in Appendix “F”, JFSI 

would require exceptional returns on investments.  Assuming an even split of investments 

between the two interest rates offered to Investors, JFSI would have had to generate 

over $2.9 million simply to cover interest payments, let alone cover operating costs.  

37. The following paragraphs provide an overview of how the bulk of investor funds were 

disbursed. 

Investments  

38. The Receiver was able to identify six (6) payments to four (4) parties totalling US 

$930,000.00 which appear to have been for some sort of investment purpose although 

the precise nature of the investments is unclear. The largest recipient is a purported 

investment trust into which US $500,000 was wired.  
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39. Although we have categorised these payments as Investments, as mentioned above 

there is no indication of any return from any these investments. 

Debit Card Program 

40. As discussed above, JFSI participated in a debit card program which provided investors 

onshore access to the funds they invested offshore. 

41.  Records obtained from FCIB show that approximately US $505,000.00 was made 

available to investors, and others, through the debit card program.  

Non Investor Outgoing Wires 

42. Twenty (20) wires totalling US $185,113.57 were issued to individuals or companies not 

readily identifiable as business related payments. These payments appear to have been 

made to close associates and related family members of JFSI Management. 

Non Investor ATM and Visa Purchases 

43. Approximately US $174,801.70 was drawn from the FCIB account by way of a VISA card 

that was linked to the account. The purposes of these payments were not readily 

identifiable as bone fide business activities and appear to have been by JFSI 

Management.  

44. Payments made from the account using the VISA card were as follows: 

a. 134 ATM withdrawals account for payments of US $133,444.81. Over half of 

these withdrawals were made at the Scotia Bank in Windsor, NS while numerous 

others were made in locations around Bedford and Sackville, NS. 

b. “Point of Sale” purchases, i.e. use of the VISA card in retail stores or for internet 

purchases account for US $41,356.89.  These transactions include purchases for 

gas at a Windsor, NS service station, a jewellery store in Zurich, several 

restaurants in Nova Scotia, a home improvement store in Halifax, a fishing camp 
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in Quebec, a radio controlled car store in Prince Edward Island, and numerous 

others. 

Vehicles 

45. Over US $78K of investor funds was used to purchase three motor vehicles, a boat and 

trailer, and to pay for insurance for these vehicles.  

Offices in Windsor and Panama 

46. Approximately US $160K was spent on office related expenses such as corporate 

registration, leaseholds, furniture, and lease payments for JFSI offices in Windsor, NS, 

and the Republic of Panama. 

Agents 

47. JFSI utilised introducers, or agents, to induce new investors to participate in the program. 

The Receiver has identified wire transfers for the benefit of at least one agent which total 

US $43,900.00. 

48. It is believed that additional payments went to other Agents or their families, however, 

these payments have yet to be fully investigated or quantified. 

Conclusion 

49. Based on the Receiver’s experience with the liquidation of more than thirty (30) offshore 

banks and investment programs in the Caribbean, this investment programs exhibits 

many of the hallmarks of a Ponzi Scheme in which the investments from later investors 

go to pay interest and principal payments to earlier investors, with the program Managers 

diverting a significant percentage of the invested funds to their own personal benefit. 

50. Specifically, this programs exhibits the following characteristics of investment fraud in 

general and a Ponzi Scheme in particular: 
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a. Interest rates offered are unrealistically high. In this case, rates of up to 120% per 

annum were offered. Notably, no investment income appears to have been 

earned; 

b. Only a fraction of invested funds are actually invested. In this case, less that 25% 

of Investor funds were placed in investments, and those that were placed were in 

investments of a dubious nature; 

c. The majority of Investors come from a common community, church, or ethnic 

group; this is known as an “affinity fraud”. According to investor interviews, in the 

case of JFSI, many of the investors belong to a common church organization; 

d. Onshore funds are sent “offshore” where the Investor loses control over the 

funds or recourse against the investment program manager; 

e. The program is shrouded in secrecy and often requires “membership”. This is 

designed to offer cachet appeal but is generally more accurately designed to 

avoid securities regulators, banking regulators, or tax authorities; 

f. Offshore debit cards are used to grant controlled access to investor funds 

onshore. The use of offshore debit and credit cards are common money-

laundering vehicles. 

51. It is the Receiver’s conclusion that JFSI was set up to operate as a fraud known as a 

Ponzi Scheme from the outset while investing or donating a nominal fraction of Investor 

funds in order to give the outward appearance of fulfilling its mandate. 

Future Actions 

52. The Receiver will continue its efforts to recover the funds frozen by the Central Bank of 

the Netherlands Antilles. If successful, the Receiver will come before this Honourable 

Court for further direction as to the return of the funds to Investors. 
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53. As described above, the Receiver has identified several assets acquired with Investor 

funds as well as several direct non-Investor recipients of large sums of investor funds. 

The Receiver is in the process of assessing which of these asset leads are likely be 

recoverable and will make the decision whether or not to actively pursue each lead on a 

case by case basis. 

DATED THIS 31st DAY OF MAY, 2007 
 
PricewaterhouseCoopers Inc. 
In it’s Capacity as Receiver of the Assets of Jabez Financial Services Inc.  
and Not in it’s Personal Capacity 
 

 
 

David A. Boyd, CA-CIRP 
Senior Vice President 
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Download and Print : PDF CLAIM FORM  
 
(Please be sure to fill out all your information. All claim 
submitting information is available on the bottom of the 
form) 

NYCCU Notice to Cardholders Update 
March 23, 2007  

We are very pleased to advise that the process of 
returning funds has commenced. Cheques for 
cardholders are being printed now and will be matched 
with the legitimate claims submitted to date and mailed 
beginning next week.  
 
For those merchants where excess balances are 
claimed, we are continuing to review these accounts 
and we expect them to be reconciled within the next two 
to three weeks.  
 
This has been a long and difficult process for all, and we 
thank you for your patience and understanding. Please 
check this web site for periodical updates and 
remember that all card balance claims must be 
submitted by April 15, 2007. 

March 14, 2007 

Although we have missed the March 1st target of 
completing the reconciliation of the card programs, we 
are continuing to press our various partners to keep this 
process on track and return funds to their rightful 
owners as soon as physically possible. 

As a financial institution we are heavily regulated, and 
subject to greater scrutiny than a normal corporation 
would be.  Accordingly we have had to work with and 
satisfy our regulators, their lawyers, our lawyers, and 
auditors etc., that the processes we were following were 
in the best interests of all concerned.  To compound 
this, the resources formerly available at CU-Connect, 
that administered these programs, are no longer 
available to us, resulting in a steep learning curve for 
our staff. 

Our data system supplier has had some resource issues 
as well.  We are dependent on them for the programs 
and information that allow us to complete the individual 
merchant account reconciliation and commence printing 
cheques to satisfy legitimate claims received.  They 
have now applied additional resources and we 
anticipate that those cheques will start to flow in the very 
near future. 

Please be assured that there is no benefit to North York 
Community Credit Union in delaying this process.  Our 
motivation is strictly to put the available funds back in 
the hands of the legitimate claimants at the earliest 
opportunity. 

We understand this has been a difficult time for all 
concerned, and believe we can move forward quickly 
from this point.  Thank you for your continued patience 

Page 1 of 3nyccu.com
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and understanding. 

We will provide a further update on progress by March 
23, 2007. 
 
 
 
 
Updated Notice to Cardholders 
February 8, 2007 
 
As merchants and cardholders are aware, the debit card 
program has been discontinued due to various 
compliance issues. An additional complicating factor is 
that 3791351 Canada Inc. (carrying on business as CU-
Connect), the party responsible for providing certain 
advisory, authorization and other services in relation to 
the program, is insolvent and no longer able to 
discharge its responsibilities. NYCCU does not 
anticipate that those issues will be addressed in a 
manner so as to allow the debit card program to be 
resumed.  
 
Cash balances in respect of the cards distributed by 
merchants are held in accounts at Royal Bank of 
Canada. The balances in the accounts are for the 
benefit of NYCCU, the merchants and/or the 
cardholders. The balances in respect of each merchant 
debit card program are maintained in a separate 
account at the Royal Bank of Canada.  
 
NYCCU has agreed to take on administrative 
responsibility for the disbursement to cardholders of the 
cash balances held in respect of the cards. After a full 
consideration of the alternatives, NYCCU determined 
that the most appropriate way to proceed is to disburse 
the cash balances directly to the persons to whom the 
cards were issued. The alternative of disbursing cash 
balances to merchants for subsequent distribution to 
cardholders was regarded as providing inadequate 
protection to cardholders.  
 
In order to determine the cash balances available to be 
disbursed to cardholders, NYCCU has undertaken a 
reconciliation of all cash balances held in the accounts 
with respect to the debit cards. NYCCU is still in the 
process of reconciling these balances and the amounts 
outstanding on the cards. The reconciliation of these 
amounts was taken over by NYCCU after the 
discontinuation of the program and has proved more 
difficult and time consuming than first anticipated. We 
expect to finish the reconciliation by March 1, 2007. The 
disbursement of funds to cardholders, and where 
excess balances are held, to merchants, should 
commence shortly after the completion of the 
reconciliation.  
 
NYCCU is not in a position to absorb the administrative 
costs associated with the disbursement of funds. 
Therefore, an administrative charge will be levied by 
NYCCU against the funds disbursed. The intent of this 
charge, the amount of which has not yet been 
determined, is solely to defray direct and identifiable 
costs reasonably incurred by NYCCU in connection with 
the administration of the disbursement of funds. NYCCU 
does not intend to realize a profit.  
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We thank you for your patience and understanding as 
we work through these unfortunate circumstances. 
Please continue to submit your claims according to the 
process outlined on our website.  
 
Notice to Cardholders 
 
As cardholders will be aware, cardholders can no longer 
access funds through the CIRRUS network.  A plan is 
currently being developed under which card balances 
subject to a processing fee would be remitted to 
cardholders by way of cheque.  As part of this plan, 
cardholders will be required to submit a claim form and 
return their cards to North York Community Credit 
Union.  Particulars of this plan and a printable version of 
the claim form will be posted to this and other websites 
in the very near future.  Please consult this website 
regularly for further information. 

  

 
You will need Adobe Acrobat Reader installed to view the report  

 
Get Adobe Acrobat reader 
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 Republic of Panama Monday, May 28, 2007   Time in Panama: 8:43 am Ministry of Government and Justice Es

National Directorate of Immigration and Naturalization Home Links Contact Us

About Us  Processed Requests Permits and Requirements Transparency  Fines Marital Interviews  Forms  News

 

Contact Us 

Ave. Cuba and Street 28 
Calidonia, Panama 
Republic of Panama

Telephone: (+507) 507-1800 
Schedule: Monday to Friday 
7:30 a.m. - 3:30 p.m. 
E-mail: 
rvega@gobiernoyjusticia.gob.pa

 

Looking for an Immigration 
form?

Do you need a visa to enter 
Panama? 

Looking for a consulate near 
you?

  
Residence Permits

Complete listing that shows the requests for Residence Permits approved or denied since September 2005. For a fast search, introduce cor
or surname of the applicant. Contact Us in order to get additional information. 
 

 

   

Also See

Authorized Consulted V

Search of the Publication of Residence permits

Name: sponagle

Nationality: Select Value

Lawyer: 

Status:  Select Value

Date:  

 Search

To properly list in upward and downward order, click any of the column titles. An arrow pointed up ( ) shows an ascending order, clicking
same column, an arrow pointed down ( ) shows a descending order.
 

Information Total records:  1 

NAME DEPEDENTS NATIONALITY LAWYER Nº RESOLUCION STATUS 

QUINTIN SPONAGLE 0 CANADIENSE TARE IVONNE DE ARCO VINCENSINI 4740050407 APROBADA 

    1  of  1    

Choose Font Size

Page 1 of 2National Directorate of Immigration and Naturalization

5/28/2007http://www.migracion.gob.pa/eng/solicitudes.php?s_nombre=sponagle&s_nacionalidad=&s_abogado=&s_estatus=&s_fecha_ci...
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Page 2 of 2National Directorate of Immigration and Naturalization

5/28/2007http://www.migracion.gob.pa/eng/solicitudes.php?s_nombre=sponagle&s_nacionalidad=&s_abogado=&s_estatus=&s_fecha_ci...



 
 
 
 
 

Appendix “E” 



PricewaterhouseCoopers Inc.
Receiver of the Assets of Jabez Financial Services Inc.
Summary of Investors

Province of Origin Number of Investors US$ Invested
NS 131 3,060,347.56$       
NB 20 191,788.81            
NL 16 327,967.36            
AB 5 203,935.98            
ON 4 78,083.00              
BC 1 1,025.00                
PE 1 25,459.48              

Total 178 3,888,607.19$       
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